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Introduction

In a world of technological revolution, data is an important 
catalyst; therefore, it is important to focus on efficient ways to 
manage and govern data. In the light of recent events such as 
the collapse of international banks and the global economic crisis 
it is crucial for central banks of a country to issue guidelines to 
ensure proper management and governance of data. According 
to a Gartner report1, the worldwide IT spend for organisations 
is expected to grow at a rate of 5.5% this year compared 
to the previous year’s growth rate of 0.5%. Therefore, being 
technologically dependent for enhanced customer service, 
banks must have a robust data management and governance 
capabilities to harness the full potential of new technologies such 
as generative artificial intelligence (AI) solutions, natural language 
generation (NLG) processes, autonomic systems, and privacy-
enhancing computation (PEC) mechanisms. The Reserve Bank 
of India (RBI) has always underlined the importance of the quality 
and standardisation of data across the banks, and in addition to 
releasing reports and guidelines on these principles, the RBI also 
monitors the operations of the banks internally.
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Topic of the month: RBI’s guidelines on data 
standardisation: An overview

Recognising the need for adequate data governance 
(DG) and the inability of the banks to select the right data 
governance strategy to suit their technical landscape, the 
RBI along with its advisory bodies issued the Report of 
Committee on Data Standardization – a set of guidelines 
for data governance and data quality for Indian banks.2 
The guidelines outline key issues such as incomplete and 
inaccurate data, data duplication, limited automation and 
minimal controls in the international and Indian banking 
ecosystem, and the need for data standardisation in Indian 
banks to harness the potential of data by establishing 
robust data governance practices across banks.

Banks across the globe have started shifting their focus 
on establishing data management and governance 
capabilities in their organisations and it has become 
more evident in the current times when governments of 
various countries are mandating regulations around data 
management, governance, data privacy and security. 
The ability of organisations to govern data throughout 
the data’s lifecycle has become one of the key success 
factors. Some of the key steps which banks have taken to 
facilitate data governance are: 

• establishing data governance teams

• identifying and rectifying data quality issues at source

• automating the report generation process

• standardising reporting formats in the local branch, 
region, zone and level.

However, the challenge at this stage is that while most 
of the banks have implemented data governance 
programmes which are at various degrees of 
implementation, there is a notable absence of data 
standardisation across departments and a concerning 
trend of low adoption.
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Key obligations for banks
A robust data governance architecture can be established 
by following a two-phased approach across people, 
process, and technology drivers. A summarised overview 
of the activities for both the phases across the drivers has 
been given below:

Figure. 1 Data governance architecture framework recommended by the RBI (Source: PwC internal)

Source: PwC internal

People

Process

Technology

Define Operationalise

Preferable use of data quality/master data management tools 

Preferable implementation of data quality/master data 
management tools 

1 2

Define policies and processes for metadata and data quality  

Define the data quality metrics such as data quality scores, 
profiling and cleansing statistics  

Establish the metadata management metrics such as 
timeliness, accuracy and completeness of metadata

Data governance organisation, roles and responsibilities

Executive level DG committee

Terms of reference of the organisation

KPIs/metrics
Identify a committee and establish stewardship and ownership 
structures to oversee the operations of the DG organisation

Data quality control (rules)

Standardised metadata

Activate the DG organisation by activating its layers and terms 
of reference  

Establish the executive level committee with leadership commitment 

Monitor KPIs and course correct, if required 

Periodic oversight of the DG operations preferably by the audit 
committee of the board  

Roll-out and socialise DG policies and processes encompassing 
the following:
� DG organisation structure
� DG roles and responsibilities
� Data quality policies, processes and KPIs
� Metadata policies, processes and KPIs
� Data dissemination rules
� DG KPIs/metrics

Implement data quality profiling

� Source applications
� Data warehouse/repository

Create inventories of key data elements with their metadata for 
the following:
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Phase 1: Defining the strategy for data • Define key metrics to measure data quality, metadata 

management and governance and programme success.

The first phase emphasises the importance of defining Technology
data governance and management policies, processes, • Define the rules for conducting data quality profiling and 
controls, metrics, responsible, accountable, consulted and cleansing.
informed (RACI) matrix, etc., across people, process, and 
technology drivers. Given below are some of the steps • Identify critical data elements from each department and 

select the key applications from which metadata needs which organisations must consider for the three drivers in 
to be onboarded to create a metadata repository.phase one:

• Onboard a data quality and master data management 
People tool.

• Define the data governance principles of the 
organisation highlighting the roles and responsibilities Phase 2: Operationalisation of data 
of each individual including the executive level data management and governance strategy 
governance committee. and tools

• Create KPIs and metrics to measure the performance of 
various data governance areas. People

• Design the data ownership and stewardship model • Activate the data governance office by identifying 
based on key parameters such as process, region and personnel for the roles defined in the target operating 
subject area. model.

Process • Establish the ownership and stewardship structure and 
appoint the data owners and stewards for key data 

• Define enterprise-wide policies across data governance elements.
organisation structure, data quality management, 

• Establish the executive level committee. metadata management, KPIs/metrics, etc.
• Operationalise periodic internal audit of adoption and • Design organisation-wide metadata and data quality 

impact of data governance policies and processes with processes which focus on maintaining the business’s 
reports published to the audit committee of board (ACB) technical and operational metadata, and managing data 
for oversight on the implementation and impact of the quality profiling, cleansing, monitoring, etc.
policies and processes.
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• Periodically monitor the KPIs and take corrective actions 
if required.

Process

• Implement the policies, processes and promote it 
throughout the organisation for increased adoption.

• Monitor the data quality and metadata metrics and 
highlight the key observations to the data governance 
committee and data owners.

Technology

• Implement data quality rules at the source by 
conducting data quality profiling.

• Identify data quality issues and conduct root cause 
analysis.

• Implement the data quality and master data 
management tool.

How complying with the RBI’s guidelines 
can benefit banks
An effectively governed and standardised data across 
an organisation not only eliminates duplication and 
redundancy of data but also contributes towards lowering 
the cost and effort related to issue resolution. The 
illustration given below provides a detailed overview of use 
cases to show how banks can reap benefits of the RBI’s 
guidelines and embark on a holistic growth curve.
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Figure. 2 Potential benefits of complying with RBI guidelines

Revenue uplift

Cross/up sell opportunities 
in loans, cards and 
Insurance. with effective 
customer 360 and data 
quality.   

Optimise and manage 
working capital in supply 
chain finance services with 
reliable and accurate data 
for credit decision and 
underwriting.

Rectifying duplicate and 
inconsistent customer 
information across 
different banking divisions 
through established 
metadata and data quality 
programme.

Revenue

Productivity gains

Productivity and cost Next-gen practices

Next-gen banking Risk and regulatory compliance

ComplianceTrust

Building trust in data

Reduced turnaround time 
by enabling faster delivery 
of analytical use-cases and 
dashboards for decision 
making.

Effective management of 
large treasury transactions 
(payments, wire transfer 
and foreign exchanges) 
through accurate and 
traceable data.

Enhanced data security 
ensures investment bank 
deals with prioritised 
protection of financial 
information leading to 
efficient deal conversions.

Data sharing policies and 
agreements in place to 
exchange quality data for 
FinTech and e-commerce 
partnerships.

Enhanced automated 
customer service flows 
through chatbots and RPA 
workflows by using the 
right data. 

Managed data governance 
which will help bank’s APIs 
to provide fit for purpose 
data for open banking 
initiatives.

Improved customer 
satisfaction (CSAT) scores 
due to lineage, glossary and 
quality tool implementation 
ensuring accurate and 
traceable data. 
 
Established data quality 
standards and data 
integration processes make 
loan processing and risk 
management trustworthy 
for retail banking.

Increased customer loyalty 
with targeted products 
managing master data of 
customers and products.

Aggregated data of deposits 
and investments help in 
compliance with the RBI 
directives on SLR/CRR, etc. 

Avoid regulatory fines (eg. 
BCBS 239, the RBI) by 
following guiding principles 
and metrics to maintain data 
quality, metadata and lineage 
for KDEs.

Facilitating regulatory 
compliances (e.g. data 
privacy) by maintaining lineage 
of data elements to trace data 
across applications.

Source: PwC internal

Topic of the month: RBI’s guidelines on data 
standardisation: An overview
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Positive transformations which may be brought about in The way forward
the banking industry due to the RBI guidelines include, but 

Given below are a few areas where banks should focus are not limited to:
on for incorporating effective data governance in their 

• defragmented data ownership with a clear structure of operations:
governance

a. Data governance, organisation structure, roles and 
• strong ‘data culture’ with shift in treatment of data in responsibilities: Banks should design the operating 

day-to-day operations model of data governance along with the data 
• enhanced data quality with well-defined data governance structure for the people and define the 

architecture including consistent data definitions, ownership and stewardship roles. They should also 
accurate and complete data with no duplication develop the responsibility assignment RACI matrix to 

outline the responsibilities as well as the interaction • low dependence on manual efforts which leads to 
low response time for data requests and facilitates and escalation matrix. Furthermore, banks should also 
integration with multiple systems define the committees for data governance, including 

terms of reference, frequency of meetings, and 
• effective management of high volumes of data with representation of members.

timely reporting.
b. Data governance policies and processes: Robust The technological advancement in services like 

policies, processes and frameworks in areas such as unified payments interface (UPI), payment services 
data catalogue, metadata, data quality and master data and e-wallets leads to complex banking systems and 
management increases efficiency and enhances data multiple data sources resulting in numerous versions of 
trust. Data quality frameworks ensure improved data the information created across the systems. All these 
quality and define the KPIs of the processes. Banks issues impact business aspects like capital management 
should discuss and promote the policies and processes and capital ratios, asset quality monitoring, funds and 
with the stakeholders to ensure greater adoption and liquidity management ultimately impacting effective 
implementation of these policies.risk management. Therefore, there is a strong need for 

streamlining processes/procedures and standardising 
metadata to mitigate the risks.
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c. Enterprise metadata management: Robust metadata for distributors, employees, vendors transactions, etc. 
management in banks may provide valuable insights To ensure that quality data is collected and maintained 
and context for understanding and utilising data consistently it is necessary to develop a comprehensive 
assets effectively. To ensure an effective metadata framework for collecting data, conducting quality 
management process, banks must start with identifying checks, and analysing the issues which have been 
critical data elements and defining the business glossary identified to determine and eliminate their root causes.
for these elements. This will ensure standardisation of 
business terms across departments. Metadata should e. Maintaining single source of truth: To ensure 
be harvested from the source system and lineage consistent and accurate data across various systems 
should be established to facilitate the recording of the banks must focus on master data management. Master 
origin, transformation and movement of data across data management establishes a single, authoritative 
its lifecycle. Data dictionaries should be created to source of critical data elements, such as customer 
establish a link between the business and the technical data, accounts information and service data. Effective 
metadata. To ensure that quality metadata is captured, management of master data ensures accurate 
banks should establish an effective data quality regulatory reporting facilitating regulatory compliance, 
programme. better customer insights generation by integrating the 

customer data, efficient product service innovation 
d. Effective data quality at source systems: By focusing leveraging reliable and consistent foundation of product 

on data quality at the sourcing stage, organisations aim data, increased operational efficiency with streamlined 
to improve the overall reliability, integrity, and usefulness data management process, and reduced data 
of their data assets. Banks must prioritise data quality duplication and data inconsistencies.
from the very beginning by focusing on customer data 
which serves as a foundational element for numerous 
banking activities and processes, including customer 
relationship management, risk assessment, regulatory 
compliance, and personalised services. By collecting 
quality customer data, banks can improve their 
operational efficiency, enhance customer experience 
and gain a competitive edge over their competitors. 
Once high-quality customer data is maintained, the 
next step should be to maintain the quality of the data 
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Conclusion
Effective data management has become paramount 
for banks in the current digital banking landscape. 
Implementing robust data management practices has 
also become crucial to ensure regulatory compliance, 
protect themselves against cyber threats, unlocking the 
full potential of their data assets, delivering innovative 
financial services to their customers, and leveraging data 
for competitive advantage. Banks need to comply with the 
guidelines released by the RBI and implement them for a 
seamless data governance process which will benefit them 
as well as their customers.
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Industry news

1. Assets under management (AUM) 
of nonbanking financial company-
microfinance institutions (NBFC-MFIs) 
expected to grow at a rate of 25–30%
According to the latest assessment of Credit Rating 
Information Services of India Limited (CRISIL), the 
AUM of NBFC–MFIs are expected to grow at the 
rate of 25–30%. This growth is the result of an 
increase in demand after the COVID-19 pandemic 
and an increase in the ticket size of disbursements. 

2. Aegon Life to be the first life insurance 
provider for surrogate mothers and 
egg donors in India 
Aegon Life will provide life insurance cover to 
surrogate mothers and egg donors in India. This first 
of its kind coverage will provide a life cover of three 
years for surrogate mothers and a one year cover for 
egg donors. It will also offer protection against any 
life-threatening complications which may happen 
during the procedure and in the event of death, 
financial protection will be provided to the nominee.

3. Future Generali launches a 
customisable health insurance plan 
Future Generali has launched a new, customisable 
health insurance plan called DIY which offers a base 
plan containing 17 features and a list of 20 features 
including features like air-ambulance, maternity 
cover and critical illness booster which can be 
customised according to the needs of customers.

4. Go Digit Life Insurance to enter India’s 
insurance business
Go Digit Life Insurance Limited, which is supported 
by the Canada-based Fairfax group, has received 
an approval by the Insurance Regulatory and 
Development Authority of India (IRDAI) to start 
its insurance business in India. The company is 
planning for an initial public offering (IPO) and has 
already submitted a request for the same to the 
Securities and Exchange Board of India (SEBI).
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1. The RBI introduces a new framework hurdles of fragmented data systems and poor 
for green deposits, promoting interoperability, and conduct real-time monitoring. 

sustainability and transparency They will run their pilot programmes for the next 
18–24 months for small business units (e.g. a retail 

The RBI has implemented a new framework for banking division) within their organisations.
regulated entities to promote green deposits, 
allowing customers to invest funds in initiatives 4. Suo moto settlement of claims for the 
like renewable energy, waste management, green victims of the Odisha rail tragedy
transport, and other eco-friendly projects that are 
aligned to the UN Sustainable Development Goals. The IRDAI has requested insurance companies to 
To maintain transparency and to ensure that the settle the claims of the Odisha tragedy victims suo 
funds are allocated for the intended purpose, banks moto. Suo moto refers to the proactive settlement of 
must disclose their investment plans to the RBI claims of the victims without waiting for the request 
effective 1 June 2023. from the victims or their families. The last time 

insurers had taken suo motu settlements was after 
2. Pepper Advantage acquires Rieom.ai the flash floods in Himachal Pradesh in 2022.

Rieom.ai, a Pune based startup which leverages AI 5. HDFC Mutual Fund introduces a 
in conjugation with alternative data sources such defence-focused mutual fund
as socio-demographic and profile-based analysis 
for credit assessment has been acquired by Pepper HDFC Asset Management Company Ltd has 
Advantage – a global credit management company. unveiled a mutual fund focused on the defence 
This acquisition will help Pepper Advantage to sector. At least 80% of the fund’s net assets will be 
foray into the Indian market and use the acquired allocated to investments in businesses in defence 
technology across other geographies. and related industries. Aerospace explosives, 

shipbuilding, defence and allied services are 
3. Banks and financial institutions included under the funds which are focused on 

embrace the metaverse to enhance defense and allied stocks.

regulatory compliance
Banks and financial institutions have launched 
compliance pilot programmes in the metaverse 
to enhance regulatory compliance, overcome the 



Financial Services Data and Analytics Newsletter

Introduction

Topic of the month

Industry news

References

Contact us 

Knowledge bytes

13 PwC

References

1   https://www.gartner.com/en/newsroom/press-releases/2023-04-06-gartner-forecasts-worldwide-it-
spending-to-grow-5-percent-in-2023

2  https://rbidocs.rbi.org.in/rdocs/PublicationReport/Pdfs/DATASTA240315.PDF

https://www.gartner.com/en/newsroom/press-releases/2023-04-06-gartner-forecasts-worldwide-it-spending-to-grow-5-percent-in-2023
https://www.gartner.com/en/newsroom/press-releases/2023-04-06-gartner-forecasts-worldwide-it-spending-to-grow-5-percent-in-2023
https://rbidocs.rbi.org.in/rdocs/PublicationReport/Pdfs/DATASTA240315.PDF


Financial Services Data and Analytics Newsletter14 PwC

Introduction

Topic of the month

Industry news

References

Contact us 

Knowledge bytes

Mukesh Deshpande
Partner, Technology Consulting
mukesh.deshpande@pwc.com
+91 98450 95391

Hetal Shah
Partner, Technology Consulting
hetal.d.shah@pwc.com
+91 9820025902

Contact us

Acknowledgements
Acknowledgements: This newsletter has been researched and authored by Abhinaba Bhattacharjee, 
Arpita Shrivastava, Aniket Borse, Bhavika Tahiliani, Garima Yadav, Harshit Singh, Krunal Sampat, Nimish 
Nama, Prakash Suman, Raghav Sharma, Riddhi Ruparelia, Sneha Baliga and Sourav Mukherjee.



About PwC
At PwC, our purpose is to build trust in society and solve important problems. We’re a network of firms in 152 countries with over 328,000 people 
who are committed to delivering quality in assurance, advisory and tax services. Find out more and tell us what matters to you by visiting us at 
www.pwc.com.

PwC refers to the PwC network and/or one or more of its member firms, each of which is a separate legal entity. Please see www.pwc.com/
structure for further details.

© 2023 PwC. All rights reserved.

pwc.in
Data Classification: DC0 (Public)

In this document, PwC refers to PricewaterhouseCoopers Private Limited (a limited liability company in India having Corporate Identity Number or CIN : U74140WB1983PTC036093), which is 
a member firm of PricewaterhouseCoopers International Limited (PwCIL), each member firm of which is a separate legal entity.

This document does not constitute professional advice. The information in this document has been obtained or derived from sources believed by PricewaterhouseCoopers Private Limited 
(PwCPL) to be reliable but PwCPL does not represent that this information is accurate or complete. Any opinions or estimates contained in this document represent the judgment of PwCPL at 
this time and are subject to change without notice. Readers of this publication are advised to seek their own professional advice before taking any course of action or decision, for which they 
are entirely responsible, based on the contents of this publication. PwCPL neither accepts or assumes any responsibility or liability to any reader of this publication in respect of the information 
contained within it or for any decisions readers may take or decide not to or fail to take.

© 2023 PricewaterhouseCoopers Private Limited. All rights reserved.

KS/June 2023 - M&C 29237


	Button 1059: 
	Page 2: 

	Button 1060: 
	Page 2: 

	Button 1061: 
	Page 2: 

	Button 1062: 
	Page 3: 
	Page 4: 
	Page 5: 
	Page 6: 
	Page 7: 
	Page 8: 
	Page 9: 
	Page 10: 

	Button 1064: 
	Page 3: 
	Page 4: 
	Page 5: 
	Page 6: 
	Page 7: 
	Page 8: 
	Page 9: 
	Page 10: 

	Button 1063: 
	Page 3: 
	Page 4: 
	Page 5: 
	Page 6: 
	Page 7: 
	Page 8: 
	Page 9: 
	Page 10: 

	Button 1065: 
	Page 11: 

	Button 1067: 
	Page 11: 

	Button 1066: 
	Page 11: 

	Button 1068: 
	Page 12: 

	Button 1070: 
	Page 12: 

	Button 1069: 
	Page 12: 

	Button 1074: 
	Page 13: 

	Button 1075: 
	Page 13: 

	Button 1076: 
	Page 13: 

	Button 1071: 
	Page 14: 

	Button 1073: 
	Page 14: 

	Button 1072: 
	Page 14: 

	Button 1049: 
	Button 1056: 


